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Following a shift to remote working over the last couple of years, the future for many organisations looks hybrid. 

However, despite the benefits of this flexible model, free movement between the home and office can pose significant security threats. 

Follow our simple steps to help your business and employees always remain 
secure and compliant in a hybrid world of work. 

Is Your Business Hybrid Secure?

40%
of data breaches worldwide occur due to 
employee negligence. 3 A Shred-it All Policy helps 
ensure that the documents you no longer need are 
destroyed securely, helping prevent data leaks.

SHRED-IT ALL POLICYHOME TO OFFICE

55%
of organisations around the world offer 
opportunities for remote work. 1 Ensure 
that you have adapted your policies for 
hybrid working to avoid confusion and 
reduce risks.

of home workers deal with confidential information. 2 Make 
sure that all confidential files, that are no longer needed, are 
regularly and securely destroyed.

CONFIDENTIAL INFORMATION

88%

39%
of European businesses reported suffering from a 
cyber-attack in 2021.4 Be aware of cyber-crime: encrypt 
data, limit access to confidential information and remove an 
employee’s access rights  when they leave the business.

CYBERSECURITY EDUCATION 
AND AWARENESS COST OF HYBRID WORKING

of businesses surveyed purchased new laptops due to 
hybrid working. 5 Protect data on old and unused devices 
by securely shredding hard drives.

97%
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https://www.shredit.ie/en-ie/marketing/shred-it-all-ie



